
The HIPAA Privacy Rule, enacted under the Health Insurance Portability and Accountability Act 

of 1996 (HIPAA), sets national standards for the protection of individuals' medical records and 

other personal health information (PHI). Here’s an overview of the background and key aspects 

of the HIPAA Privacy Rule: 

Background and Purpose: 

 

1. Enactment: HIPAA was signed into law in 1996 with the primary goals of improving 

health insurance portability, combating fraud and abuse in healthcare, and ensuring the 

privacy and security of health information. 

2. Privacy Rule: The HIPAA Privacy Rule, issued by the Department of Health and Human 

Services (HHS) in December 2000, establishes national standards for the protection of 
certain health information. 

Key Provisions of the Privacy Rule: 

 

1. Protected Health Information (PHI): 

o The Privacy Rule applies to PHI held or transmitted by covered entities (health 

plans, healthcare clearinghouses, and certain healthcare providers) in any form 

(electronic, paper, or oral). 
2. Uses and Disclosures: 

o Covered entities are permitted to use and disclose PHI without individual 
authorization for treatment, payment, and healthcare operations. 

o Other uses and disclosures generally require individual authorization, unless 
permitted or required by law. 

3. Individual Rights: 

o Right to Access: Individuals have the right to inspect and obtain copies of their 

PHI. 
o Right to Request Amendment: Individuals can request amendments to their PHI 

if they believe it is incorrect or incomplete. 
o Right to Request Restrictions: Individuals may request restrictions on certain 

uses or disclosures of their PHI. 
o Right to Confidential Communications: Individuals can request to receive 

communications of their PHI by alternative means or at alternative locations. 
o Right to File a Complaint: Individuals have the right to file complaints if they 

believe their privacy rights have been violated. 
4. Notice of Privacy Practices (NPP): 

o Covered entities must provide individuals with a Notice of Privacy Practices that 

explains how their PHI may be used and disclosed, their rights regarding PHI, and 

the entity's legal duties with respect to PHI. 
5. Minimum Necessary Standard: 

o Covered entities must make reasonable efforts to use, disclose, and request only 
the minimum amount of PHI necessary to accomplish the intended purpose. 

6. Business Associates: 

Sample 



o Business associates (entities that perform certain functions or activities on behalf 
of covered entities) are also required to comply with the Privacy Rule and 
safeguard PHI. 

7. Enforcement: 

o The Office for Civil Rights (OCR) within HHS enforces the HIPAA Privacy 
Rule. Non-compliance can result in civil and criminal penalties. 

 

NOTICE OF PRIVACY PRACTICES 

 

Effective Date: [Insert Date] 

Introduction: This Notice of Privacy Practices describes how medical information about you 

may be used and disclosed and how you can get access to this information. Please review it 

carefully. 

 
Uses and Disclosures of Health Information: We may use and disclose your health 

information for purposes of treatment, payment, and healthcare operations. Examples include: 

 

• Treatment: Sharing information with healthcare providers involved in your care. 

• Payment: Billing your insurance company for services provided. 
• Healthcare Operations: Activities to improve the quality of care we provide. 

 

Authorization Requirements: Other uses and disclosures will be made only with your written 
authorization. 

 

Patient Rights: You have the following rights regarding your health information: 

 

• Right to Access: You have the right to inspect and obtain a copy of your health 
information. 

• Right to Request Amendment: You may request an amendment of your health 
information if you believe it is incorrect or incomplete. 

• Right to Request Restrictions: You may request restrictions on certain uses and 
disclosures of your information. 

• Right to Request Confidential Communication: You may request to receive 

communications of your health information by alternative means or at alternative 

locations. 

• Right to File a Complaint: If you believe your privacy rights have been violated, you 

may file a complaint with us or with the Secretary of Health and Human Services. 



QUESTIONS AND COMPLAINTS If you want more information about our privacy practices or 
have questions or concerns, please contact us. If you are concerned that we may have 
violated your privacy rights, or you disagree with a decision we made about access to your 
health information or in response to a request you made to amend or restrict the use or 
disclosure of your health information or to have us communicate with you by alternative 
means or at alternative locations, you may complain to us using the contact information 
listed at the end of this Notice. You also may submit a written complaint to the U.S. 
Department of Health and Human Services. We will provide you with the address to file 
your complaint with the U.S. Department of Health and Human Services upon request. We 
support your right to the privacy of your health information. We will not retaliate in any way 
if you choose to file a complaint with us with the U.S. Department of Health and Human 
Services. A Privacy/Contact Officer has been designated for this office. The Privacy Officer 
can be contacted by simply contacting the office and asking to speak to the Office Manager 
who serves as the Privacy Officer. 

 
PATIENT ACKNOWLEDGEMENT OF THE NOTICE OF PRIVACY PRACTICES 

AND CONSENT FOR USE AND DISCLOSURE OF PERSONAL HEALTH 

INFORMATION 

 

Print Patient’s Name:   

Date:  

 

I,  , acknowledge that I have either received a copy 

of this office’s NOTICE OF PRIVACY PRACTICES or that this office’s NOTICE OF 

PRIVACY PRACTICES was made available to me to receive. Signature of Patient or Parent 

or Legal Guardian:    

 

I,  , consent to the use and disclosure of my personal 
health information by your office for Treatment, Billing / Payment, and Healthcare Operations as 

outlined in the NOTICE OF PRIVACY PRACTICES. Signature of Patient or Parent or Legal 

Guardian:    


